Privacy Policy

This privacy policy has been compiled to better serve those who are concerned with how their Personally Identifiable Information (PII) is being used online. PII, as used in US privacy law and information security, is information that can be used on its own or with other information to identify, contact, or locate a single person, or to identify an individual in context. Please read our privacy policy carefully to get a clear understanding of how we collect, use, protect, or otherwise handle your Personally Identifiable Information in accordance with our website.

What personal information do we collect from people visiting our website?

When donating or requesting information on our site, as appropriate, you may be asked to enter your name, email address, mailing address, phone number, credit card information, or other details, so that you can take the action you want to take or so that we can send you the information you want.

When do we collect your information?

We collect information from you when you make a donation, sign up for our monthly email (The Scholar), respond to a survey, fill out a form, or enter other information on our site.

How do we use your information?

We may use the information we collect from you when you make a donation, sign up for our monthly email, respond to a survey or marketing communication, surf the website, or use certain other site features in the following ways:

• To quickly process your donations.
• To serve you in responding to your information requests.
• To send periodic emails about your donations, our needs, and our mission.
• To improve our website in order to better serve you and fulfill our mission.

How do we protect your information?

Our entire website, every page, is secured and encrypted via Secure Socket Layer (SSL) technology. All transmissions between your computer and our website are encrypted and transmitted securely. While we make every effort to ensure the integrity and security of our network and systems, we cannot guarantee that our security measures will prevent third-party “hackers” from illegally obtaining your personal information.

Once transactions are completed, your personal information is contained behind secured networks and is accessible only by a limited number of persons who have special access rights to such systems, and who are required to keep the information confidential. All sensitive/credit
transactions are processed through a gateway provider and are not stored or processed on our servers.

Do we use cookies?

Yes. Cookies are small files that a site or its service provider transfers to your computer’s hard drive through your web browser (if you allow) that let a site’s or service provider’s systems recognize your browser and capture and remember certain information. We use cookies to help us compile aggregate data about site traffic and interaction, so that we can offer better site experiences and tools in the future. We may use trusted third-party services, such as Google Analytics, to track this information on our behalf.

You can choose to have your computer warn you each time a cookie is being sent, or you can choose to turn off all cookies. You do this through your browser settings. Each browser is a little different, so look at your browser’s help menu to learn the correct way to modify your cookies. We honor do not track signals and do not track or plant cookies when a Do Not Track (DNT) browser mechanism is in place.

Third-Party Disclosure

We do not sell, trade, or otherwise transfer to outside parties your personally identifiable information unless we provide you with advance notice. This does not include website hosting partners and other parties who assist us in operating our website, conducting our business, or serving our users, so long as these parties agree to keep this information confidential. We may also release information when its release is appropriate to comply with the law, enforce our site policies, or protect ours or others’ rights, property, or safety. Non-personally identifiable site data may be provided to other parties.

Third-Party Links

Occasionally, at our discretion, we may include or link to third parties on our website. These third-party sites have separate and independent privacy policies. We therefore have no responsibility or liability for the content and activities of these linked sites. Nonetheless, we seek to protect the integrity of our site and welcome any feedback about these sites.

Publicly Displayed Information is Public

If you use our website’s blog feature, you should be aware that any information you share is visible to other users. Personally identifiable information you submit to this forum can be read, collected or used by other individuals to send you unsolicited messages. We are not responsible for the personally identifiable information you choose to submit to this forum.

Integrity of Your Personal Information
We have safeguards in place to keep your personal information accurate, complete and up to date for the purposes for which it is used. You always have the right to access and correct the personal information you have provided and can help us ensure that your contact information and preferences are accurate, complete, and up to date by emailing us at: Kira.Wagner@logosyork.org.

**Children Online Privacy Protection Act (COPPA)**

Protecting children’s privacy is important to us. We do not knowingly collect personal information from children under thirteen (13) for marketing purposes. If a child under thirteen (13) submits personal information to Logos Academy and we learn that the personal information is the information of a child under thirteen (13), we will attempt to delete the information as soon as possible. It is our policy to comply with the Children’s Online Privacy Protection Act of 1998 and all other applicable laws. Therefore we restrict our website to persons eighteen (18) years or older.

YOU MUST BE EIGHTEEN (18) YEARS OR OLDER TO ACCESS THIS WEBSITE. IF YOU ARE UNDER EIGHTEEN (18) YEARS OF AGE, YOU ARE NOT PERMITTED TO ACCESS THE LOGOS ACADEMY WEBSITE FOR ANY REASON. DUE TO THE AGE RESTRICTIONS FOR USE OF THAT WEBSITE, NO INFORMATION OBTAINED BY THAT WEBSITE FALLS WITHIN THE CHILDREN’S ONLINE PRIVACY PROTECTION ACT OF 1998 AND IS NOT MONITORED AS DOING SO.

**Fair Information Practices**

The Fair Information Practices Principles form the backbone of privacy law in the United States, and the concepts they include have played a significant role in the development of data protection laws around the globe. Understanding the Fair Information Practice Principles, and how they should be implemented, is critical to comply with the various privacy laws that protect personal information.

In order to be in line with Fair Information Practices, we will take the following responsive action should a data breach occur:

- We will notify our users via email within 7 business days.
- We will notify our users via in-site notification within 7 business days.

We also agree to the Individual Redress Principle, which requires that individuals have a right to pursue legally enforceable rights against data collectors and processors who fail to adhere to the law. This principle requires not only that individuals have enforceable rights against data users, but also that individuals have recourse to courts or government agencies to investigate or
prosecute non-compliance by data processors.

**CAN-SPAM**

The CAN-SPAM Act is a law that sets the rules for commercial email, establishes requirements for commercial messages, gives recipients the right to have emails stopped from being sent to them, and spells out tough penalties for violations.

We collect your email address in order to:

- Send you information about our mission and respond to your inquiries.
- Process your donations and send you information and updates pertaining to donations.
- Send you additional information related to your involvement in our mission.
- Send emails to our prayer partners and our donors after the original transaction has occurred.

To be in accordance with CAN-SPAM, we agree to the following:

- We do not use false or misleading subject lines or email addresses.
- We identify advertisements as advertisements in some reasonable way.
- We include the physical address of our business or site headquarters.
- We monitor our third-party email marketing services for compliance.
- We honor opt-out/unsubscribe requests quickly.
- We allow users to unsubscribe by using the link at the bottom of each email.

If at any time you would like to unsubscribe from receiving future emails from us, you can follow the instructions at the bottom of each email, and we will promptly remove you from the email list.

**Effective Date; Updates to Privacy Policy**

The terms and conditions in this policy statement came into effect on June 24, 2016. We reserve the right to revise, amend, or modify this policy at any time and in any manner. When we change the policy in a material way a notice will be posted on our website along with the updated privacy policy. Your use of our website and any other services provided by use after such changes are implemented constitutes your acknowledgement and acceptance of these changes.

**How can you contact us?**

If you have any questions about this privacy policy, you may contact us at:

Logos Academy
250 West King Street
York, PA 17019
(717) 848-9835